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Abstract of the contribution: This contribution proposes a new solution for ATSSS using the MPTCP proxy architecture.
Background
Multipath TCP (MPTCP) defined in [draft-ietf-mptcp-rfc6824bis] is a set of extensions to regular TCP to provide a Multipath TCP service, which enables a transport connection to operate across multiple paths simultaneously.
MPTCP defines how to setup multiple paths ("subflows"), manage these subflows, reassemble of data and terminate sessions. 
The simultaneous use of multiple disjoint (or partially disjoint) paths across the network increases the resilience of the connectivity by providing multiple paths, protects UEs from the failure of one path, and it also increases the efficiency of the resource usage, and thus increases the network capacity available to UEs.
When communicating with traditional TCP servers, MPTCP capable devices have to fall back to traditional TCP and cannot fully utilize their MPTCP capability. In order to support the use of MPTCP session between an MPTCP host and a TCP host, or to help to aggregate MPTCP subflows, an MPTCP proxy needs to be introduced.
The MPTCP proxy makes it possible to achieve the benefits of MPTCP for access aggregation and route selection without requiring MPTCP support in all TCP servers.
In order to introduce the MPTCP proxy to 5GC and allow 3GPP UEs to make use of the MPTCP capability, the UPF shall either incorporate the MPTCP proxy functionality or select a standalone MPTCP proxy for the PDU session.



***** First Change ***** (New text)
[bookmark: _Toc492456540]6.x	Solution x: Multipath TCP (MPTCP) proxy architecture
6.x.1 	General
This solution addresses Key Issues #1 and #4. 
Multipath TCP (MPTCP) defined in [draft-ietf-mptcp-rfc6824bis] is a set of extensions to regular TCP to provide a Multipath TCP service, which enables a transport connection to operate across multiple paths simultaneously.
MPTCP defines how to setup multiple paths ("subflows"), manage these subflows, reassemble of data and terminate sessions. 
The simultaneous use of multiple disjoint (or partially disjoint) paths across the network increases the resilience of the connectivity by providing multiple paths, protects UEs from the failure of one path, and it also increases the efficiency of the resource usage, and thus increases the network capacity available to UEs.
6.x.2 	MPTCP proxy
When communicating with traditional TCP servers, MPTCP capable devices have to fall back to traditional TCP and cannot fully utilize their MPTCP capability. In order to support the use of MPTCP session between an MPTCP host and a TCP host, or to help to aggregate MPTCP subflows, an MPTCP proxy needs to be introduced.

[image: ]
Figure 6.x.2-1: Illustration of an MPTCP proxy
The MPTCP proxy makes it possible to achieve the benefits of MPTCP for access aggregation and route selection without requiring MPTCP support in all TCP servers.
6.x.3 	Addition of MPTCP proxy to 5GC
In order to introduce the MPTCP proxy to 5GC and allow 3GPP UEs to make use of the MPTCP capability, the UPF shall either incorporate the MPTCP proxy functionality or select a standalone MPTCP proxy for the PDU session.
Editor’s Note: In case of a standalone MPTCP proxy, the interaction between the standalone MPTCP proxy and the UPF is FFS.
Additionally, potential new 3GPP procedures need to be introduced:
- 	MPTCP PDU session establishment, MPTCP proxy discovery;
-	Radio measurements for MPTCP procedures;
-	MPTCP subflow creation and removal;
- 	ATSSS rules for MPTCP-based traffic splitting;
-	IP Address Management for MPTCP;
-	Using MPTCP with multiple Network Slices.
[image: ]
Figure 6.x.3-1: Addition of MPTCP proxy to 5GC
[bookmark: _Toc508697731]6.x.4	Procedures
6.x.4.1 	MPTCP PDU session establishment procedure



Figure 6.x.4-1-1: UE-requested MPTCP PDU Session Establishment for non-roaming and roaming with local breakout
[bookmark: _GoBack]Editor’s Note: It is FFS whether instead of the above PDU session setup procedure the UE could setup two independent PDU sessions for MPTCP procedures.
1.	The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6] clause 4.3.2.2.1 on 3GPP access with an additional preference to establish an MPTCP PDU Session. The UE can also first initiate the PDU Session Establishment procedure on untrusted non-3GPP access.
2.	The AMF selects an SMF that supports MPTCP procedures.
3.	The AMF sends an Nsmf_PDUSession_CreateSMContext Request to SMF. 
4.	The SMF registers with the UDM.
5.	The SMF sends an Nsmf_PDUSession_CreateSMContext Response to AMF.
6.	Optional Secondary authorization/authentication.
7a.	If dynamic PCC is deployed, the SMF performs PCF selection. 
7b.	The SMF may perform a Session Management Policy Establishment.
8.	The SMF selects an UPF that incorporates an MPTCP proxy functionality. As an alternative, the UPF can select a standalone MPTCP proxy.
9.	SMF may perform a Session Management Policy Modification procedure.
10-17. The user plane of the PDU session over 3GPP access is established and the UE creates the first MPTCP subflow over the 3GPP access.
-	In step 11, the SMF indicates to AMF the MPTCP proxy address.
-	In step 13, the UE receives a PDU Session Establishment Accept message containing the MPTCP proxy address, thus, the UE determines that the MPTCP PDU session over 3GPP access is established.
19-27. The user-plane of the PDU session over untrusted non-3GPP access is established and the UE creates an additional MPTCP subflow over the untrusted non-3GPP access.
NOTE:	The steps 10-17 and 19-27 can be executed in parallel.
6.x.4.2 	Radio measurements for MPTCP procedures
Editor’s Note: TBD
6.x.4.3 	MPTCP subflow creation and removal
Editor’s Note: TBD
6.x.4.4 	ATSSS rules for MPTCP-based traffic splitting
Editor’s Note: TBD
6.x.4.5 	IP Address Management for MPTCP
Editor’s Note: TBD
6.x.4.6 	Using MPTCP with multiple Network Slices
Editor’s Note: TBD
[bookmark: _Toc508697733]6.x.5	User Plane Protocol Stack
Editor’s Note: TBD

***** End of Changes *****
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